
Compliance with updates is a health indicator of your park. The higher it is, the more protected and
aligned your systems are.

Regularly check entities with a compliance rate below 100%
Analyze the causes of non-compliant machines (deployment error, missing restart,
software conflicts...)
Launch a new targeted deployment from the entity concerned

Managing updates is not simply about correcting. It is a proactive, continuous and strategic
approach. With the compliance tools offered by the platform, you can:

Quickly view entities at risk
Smartly deploy the necessary patches
Reducing the impact on the network and users
Maintain a high level of security across your infrastructure

Compliance monitoring

Good practices:

Revision #1
Created 12 May 2025 14:16:00 by DocsAdmin
Updated 12 May 2025 14:16:00 by DocsAdmin


