
The management of updates is an essential lever to ensure the security, stability and homogeneity
of your IT environment. With the tools offered by the platform, you can precisely identify the
entities to be updated, monitor overall compliance, and intervene in a targeted, progressive and
optimized way.

Section Compliance of entities offers a clear synthesis of the update status of each set of
machines. It allows you to immediately identify entities at risk or requiring action.

Side menu → Compliance of entities

Name of entity : Ex. Siveo Medulla, Siveo Medulla > Private
Compliance rate : percentage of machines up to date
Missing updates : total number of patches not installed
Machinery not conforming Number of non-standard posts
Total computers : number of machines in the entity

See details : access the complete list of missing updates, with the posts concerned and
the history of attempts to deploy
Search / Filter : by entity name, compliance or volume of missing updates

This view is ideal for planning updates campaigns, preparing audits or measuring the effectiveness
of your security policy.

Compliance of entities

Access:

Table presented:

Example:

Available actions:
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